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Item 8.01. Other Events.

On the evening of May 28, 2023 (Eastern Time), the MOVE:it technical support team at Progress Software Corporation (“Progress” or “the Company”)
received an initial customer support call indicating unusual activity within their MOVEit Transfer instance. An investigative team was mobilized and
discovered a zero-day vulnerability in MOVEit Transfer. The investigative team determined that the vulnerability could provide for unauthorized escalated
privileges and access to the customer’s underlying environment. Following such discovery, on May 30, 2023, Progress promptly (i) reached out to all
MOVEit Transfer and MOVEit Cloud (Progress’ cloud-hosted version of MOVEit Transfer) customers in order to apprise them of the vulnerability and
alert them to immediate remedial actions, and (ii) took down MOVEit Cloud for investigation. In parallel, the engineering team at the Company worked to
develop a patch for all supported versions of MOVEit Transfer (including MOVEit Cloud), which was released across all impacted systems on May 31,
2023 and allowed for the restoration of MOVEit Cloud that same day.

Progress has remained fully operational at all times before and after the discovery of the vulnerability and, as of the time of this current report on Form 8-
K, has not uncovered evidence of unauthorized activity or impact to products beyond MOVEit Transfer and MOVEit Cloud. As of May 31, 2023, Progress
estimates that MOVEit Transfer and MOVEit Cloud accounted for less than 4% of Progress’ annual gross revenue.

Progress has engaged outside cybersecurity experts and other incident response professionals to conduct a forensic investigation and assess the extent and
scope of the vulnerability. While Progress’ investigation remains ongoing, the Company (i) has and is continuing to implement a series of additional
security and related measures aimed at addressing this vulnerability and further strengthening the overall security of the MOVEit application, (ii) has
engaged outside legal counsel to conduct a thorough independent investigation of the vulnerability, and (iii) has engaged with federal law enforcement and
other federal agencies with respect to the vulnerability.

As the investigation remains ongoing, Progress will continue to assess the potential impact on its business, operations and financial results. Based upon
Progress’ assessment of the investigation at this time, the Company currently does not believe that the vulnerability will have a material impact on its
business, operations or financial results.

Note Regarding Forward-Looking Statements

This periodic report on Form 8-K contains statements that are “forward-looking statements” within the meaning of Section 27A of the Securities Act of
1933, as amended, and Section 21E of the Securities Exchange Act of 1934, as amended. Progress has identified some of these forward-looking statements
with words like “believe,” “may,” “could,” “would,” “might,” “should,” “expect,” “intend,” “plan,” “target,” “anticipate” and “continue,” the negative of
these words, other terms of similar meaning or the use of future dates. Forward-looking statements in this report include, but are not limited to, statements
regarding Progress’ business outlook, the actual or potential impact of the vulnerability, and financial guidance related thereto. There are a number of
factors that could cause actual results or future events to differ materially from those anticipated by the forward-looking statements, including, without
limitation: (i) the impact of the unauthorized access to the MOVE:it application or other future similar activities; and (ii) if the security measures for
Progress’ software, services, other offerings or Progress’ internal information technology infrastructure or other products are compromised or subject to a
successful cyber-attack, or if Progress’ software offerings contain significant coding or configuration errors, the Company may experience reputational
harm, legal claims and financial exposure. For further information regarding risks and uncertainties associated with Progress’ business, please refer to
Progress’ filings with the Securities and Exchange Commission (the “SEC”), including its Annual Report on Form 10-K for the fiscal year ended
November 30, 2022, which was filed with the SEC on January 27, 2023. Progress undertakes no obligation to update any forward-looking statements,
which speak only as of the date of this current report on Form 8-K.
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Item 9.01. Financial Statements and Exhibits.

(d) Exhibits.

Exhibit No. Description

104 Cover Page Interactive Data File (embedded within the Inline XBRL document)



SIGNATURES

Pursuant to the requirements of the Securities Exchange Act of 1934, the registrant has duly caused this report to be signed on its behalf by the undersigned
hereunto duly authorized.

Date:  June 5, 2023 Progress Software Corporation

By:  /s/ YUFAN STEPHANIE WANG
YuFan Stephanie Wang
Chief Legal Officer and Secretary




